**"Как не стать участником деструктивных движений?"**

**Цель:** профилактика и предотвращение проявлений деструктивного поведения и формирование позитивной культуры у подростков и молодежи.

**Задачи встречи**:

* повысить осведомленность о рисках и угрозах, определяющих и провоцирующих различные виды деструктивного поведения;
* познакомить с рисками и последствиями деструктивного поведения.

**Целевая группа:** от 14 лет и старше.

**Время проведения:** 30 мин. и более.

**Необходимое оснащение:** аудитория, мультимедиа для просмотра презентации (<https://drive.google.com/file/d/1BOJyHfvUYdnvw7J6rRFqTlq43aG5iwvU/view?usp=sharing>).

**Ход мероприятия**

1. **Вступительная часть.**

***Сообщение темы и задач мероприятия.***

По определению деструктивное движение – это группа, демонстрирующая значительную приверженность идее и использующие неэтичные манипулятивные методы убеждения и управления.

**II. Основная часть.**

**Запуск презентации.**

**Слайд 1. Как не стать участником деструктивных движений?**

**Слайд 2.** **Деструктивный контент**

Риски в Интернете включают в себя знакомство с различными видами негативных и противоправных материалов: изображения, тексты, аудио- и видеофайлы; материалы агрессивного характера, нецензурные выражения; информацию, разжигающую ненависть и вражду по различным основаниям; пропаганду деструктивного поведения, в том числе, азартных игр, экстремистского поведения, употребления наркотических веществ и т.д. Такого рода материалы могут быть размещены на любых онлайн-площадках в виде основного контента, комментариев, обсуждений.

За создание и распространение такого вида контента на территории России предусмотрена административная и уголовная ответственность.

**Слайд 3. Законодательное регулирование.**

01 сентября 2012 года вступил в действие Федеральный закон от 29.12.2010 № 436-ФЗ «О защите детей от информации, причиняющей вред их здоровью и развитию», призванный защитить детей и подростков от пропаганды наркотических веществ, алкоголя, противоправного или неадекватного поведения.

**Слайд 4.** **Жестокий контент в Интернете**

Понятие «жестокого контента» в широком смысле включает в себя все формы жестокого, агрессивного контента в сети: от оскорбительных комментариев, до видеороликов со сценами насилия над животными или даже людьми, нередко снятые на смартфон и опубликованные в свободном доступе.

**Слайд 5.**

За данные правонарушения предусмотрена уголовная ответственность

* Статья 137. УК РФ «Нарушение неприкосновенности частной жизни», наказываются штрафом в размере до двухсот тысяч рублей или в размере заработной платы или иного дохода осужденного за период до восемнадцати месяцев, либо обязательными работами на срок до трехсот шестидесяти часов;
* Статья 245. УК РФ «Жестокое обращение с животным в целях причинения ему боли и (или) страданий, а равно из хулиганских побуждений или из корыстных побуждений, повлекшее его гибель или увечье», наказывается штрафом в размере от ста тысяч до трехсот тысяч рублей или в размере заработной платы или иного дохода осужденного за период от одного года до двух лет, либо исправительными работами на срок до двух лет, либо принудительными работами на срок до пяти лет, либо лишением свободы на срок от трех до пяти лет.

**Слайд 6.**

Социальные сети и Роскомнадзор с целью борьбы с контентом подобного рода создают возможность самим пользователям отправлять жалобы. Например, во «Вконтакте» среди причин жалобы присутствуют «оскорбление», «насилие» и «жестокое обращение с животными». При получении подобного рода жалоб осуществляется немедленная проверка с применением мер в рамках закона.

**Слайд 7.**

*Рекомендации.* При столкновении с жестоким контентом рекомендуется сообщить об этом администрации электронных ресурсов, либо по указанной контактной почте, либо с помощью кнопки «Пожаловаться». Такая кнопка обычно имеется у записей, комментариев, фотографий, видео, историй. Кроме того, можно обращаться в техподдержку с жалобой на личную страницу или сообщество, где появляется контент, который является неправомерным, оскорбительным или недостоверным. Крупные ресурсы, как правило, рассматривают все жалобы без исключений.

**Слайд 8.** **Пропаганда экстремизма и терроризма в сети**

*Что такое экстремизм?* По определению Российского энциклопедического словаря экстремизм – это «приверженность крайним мерам и взглядам, радикально отрицающим существующие в обществе нормы и правила через совокупность насильственных проявлений, совершаемых отдельными лицами и специально организованными группами и сообществами»

**Слайд 9.**

*Что такое терроризм?* Терроризм является идеологией и практикой насилия, а также практикой воздействия на общественное сознание, на принятие решений органами государственной власти или международными организациями. Как правило, терроризм связан с силовым воздействием, устрашением населения или иными формами противоправных насильственных действий.

**Слайд 10.**

*Как выглядит «экстремистский  материал»?* Конечно, признать тот или текст экстремистским может только суд, но знать и уметь находить признаки экстремизма Вы должны уметь. Итак, если в тексте содержатся:

1. призывы к изменению государственного строя насильственным путем (т.е. призывы к революции, к восстанию, к неповиновению законно избранной власти, а так же собственно эта деятельность);
2. публичные призывы к осуществлению террористической деятельности или публичное оправдание терроризма, в том числе с использованием средств массовой информации (под этим понимается заявление того или иного лица (источника) о признании идеологии и практики терроризма правильными, нуждающимися в поддержке и подражании);
3. возбуждение социальной, расовой, национальной или религиозной розни (призывы к убийству, избиению или выселению лиц определенной национальности или вероисповедания);
4. пропаганда исключительности, превосходства либо неполноценности человека по признаку его социальной, расовой, национальной, религиозной или языковой принадлежности.

    Если в увиденном Вами тексте присутствует, хотя бы один из перечисленных признаков – относится к этому тексту надо с повышенной осторожностью. Так же необходимо сообщить о находке администрации сети или взрослым.

**Слайд 11.**

Так например на конец 2019 года в популярной сети «Вконтакте» функционировали десятки пабликов: часть из них являются открытыми, часть – закрытыми сообществами. В некоторых сообществах публикуются политические новости и сводки боевых действий, в некоторых постятся откровенно экстремистские и ненавистнические материалы. Очевидно, что процент случайно вступивших в такие сообщества крайне мал. Однако под влиянием экстремистских материалов и общения с вербовщиками взгляды человека могут постепенно радикализироваться, что может привести к противоправным действиям с его стороны в реальном мире. Поэтому важно внимательно изучать сообщества, в которые вступаешь и говорить о подобных вещах с родителями или учителями.

**Слайд 12.**

*Рекомендация.* На данный момент в России создан и функционирует Национальный центр информационного противодействия терроризму и экстремизму в образовательной среде и сети Интернет (НЦПТИ), основными направлениями деятельности которого являются мониторинг текущей ситуации в Интернете.

На официальном сайте НЦПТИ создан специальный сервис, где каждый желающий может сообщить об обнаруженном видео, аудио и другом материале. Далее с заявками работают специалисты НЦПТИ. Кроме того, в целях противодействия массовой информационной угрозе терроризма и экстремизма специалистами НЦПТИ апробировались такие методы, как выявление и удаление уже размещенных материалов в социальных сетях и других ресурсах сети Интернет; взаимодействие с общественностью для эффективного совместного противодействия экстремистскому контенту. Последний метод, в частности, позволяет сформировать ряд рекомендаций по предотвращению распространения радикальных идеологий и профилактике межнациональной розни

**Слайд 13.** **Движение АУЕ**

В последние несколько лет появление в Интернете сайтов и многотысячных групп с аббревиатурой АУЕ серьезно встревожило российскую общественность.

**Слайд 14.**

В социальных сетях, например, во «Вконтакте» создаются паблики с соответствующим материалом, на которые подписываются десятки тысяч человек. В настоящее время ведется активная блокировка подобных пабликов, и многие из них уже заблокированы по решению суда.

Основной состав последователей движения АУЕ включает в себя подростков, которые в свою очередь делают своими жертвами детей. Дополнительно к движению привлекаются учащиеся учреждений среднего профессионального образования.

**Слайд 15. Как отличить?**

Специалисты выделяют прямые признаки вовлечения в субкультуру АУЕ– это:

* изготовление и распространение (в том числе посредством сети Интернет, СМИ) материалов, пропагандирующих идеологию «АУЕ», например: словари криминального жаргона, тексты и изображения, порочащие законную деятельность системы правоохранительных органов, создание музыкальных произведений, пропагандирующих криминальный образ жизни и др.
* изготовление и распространение материалов, содержащих непосредственные призывы присоединиться к субкультуре «АУЕ»;
* публичные призывы к проведению «акций» по сбору средств для осужденных, популяризации криминальной субкультуры (в том числе массовых беспорядков, актов вандализма, нападений на сотрудников правоохранительных органов, хулиганских действий);
* открытые предложения учащимся, преподавателям, воспитателям о создании объединений под эгидой идеологии «АУЕ» в образовательных организациях;
* наличие в подростковой и молодежной среде локальных групп, явно относящих себя к сторонникам идеологии «АУЕ».

В дальнейшем будучи взрослым человеком, прошлое в котором вы были участником движения АУЕ может негативно сказаться на вашей жизни. Например, вам могут отказать в трудоустройстве на работе с достойной заработной платой, окружающие могут относиться к вам предвзято, да и в семейной жизни станут присутствовать острые конфликты.

Если в увиденном Вами тексте присутствует, хотя бы один из перечисленных признаков – относится к этому тексту надо с повышенной осторожностью. Так же необходимо сообщить о находке администрации сети или взрослым.

**Слайд 16.**

В настоящее время ответственность за причастность к указанному движению установлена Кодексом об административных правонарушениях и Уголовным кодеком РФ.

В соответствии со статьей 20.29 КоАП РФ за производство и распространение экстремистских материалов лицо может быть привлечено к административной ответственности в виде штрафа до 1 миллиона рублей.

На основании статей 280 – 282.2 УК РФ за причастность или организацию деятельности экстремистского сообщества предусмотрено наказание в виде штрафа до 800 тысяч рублей или лишение свободы на срок до 12 лет.

**Слайд 17.** **Распространение и пропаганда психоактивных веществ**

На территории Российской Федерации свободный оборот наркотических средств запрещен и контролируется законодательством. Так, существует Федеральный закон «О наркотических средствах и психотропных веществах», который устанавливает правовые основы государственной политики в сфере оборота наркотических средств, психотропных веществ и их прекурсоров, а также в области противодействия их незаконному обороту в целях охраны здоровья граждан, государственной и общественной безопасности. В зависимости от ситуации предусматривается уголовная или административная ответственность.

**Слайд 18.**

Уголовная ответственность назначается за совершение действий, связанных с незаконным оборотом наркотических средств:

* За незаконное приобретение, хранение, перевозку, изготовление наркотических средств лица привлекаются к уголовной ответственности по статье 228 Уголовного кодекса Российской Федерации, предусматривающей наказание до 15 лет лишения свободы.
* За незаконное производство, сбыт, пересылку наркотических средств лица привлекаются к уголовной ответственности по статье 228.1 Уголовного кодекса Российской Федерации, предусматривающей наказание до пожизненного лишения свободы.
* За перемещение наркотических средств через границу Российской Федерации лица дополнительно привлекаются к уголовной ответственности по статье 229.1 Уголовного кодекса Российской 44 Федерации, предусматривающей наказание до 20 лет лишения свободы.

**Слайд 19.**

* За склонение к потреблению наркотических средств, психотропных веществ или их аналогов статьей 230 Уголовного кодекса Российской Федерации установлена уголовная ответственность и предусматривается наказание до 15 лет лишения свободы.
* Начиная с февраля 2015 года Уголовным кодексом РФ установлена ответственность за оборот новых потенциально опасных психоактивных веществ (соли, миксы, спайсы), максимальное наказание за которое – до 8 лет лишения свободы (ст. 234.1 УК РФ).
* За вовлечение в совершение преступления несовершеннолетнего статьей 150 Уголовного кодекса РФ предусмотрена ответственность на срок до 5 лет лишения свободы.
* При назначении наказания отягчающим обстоятельством является совершение преступления в состоянии наркотического опьянения.

**Слайд 20.**

Нередко в сети встречаются случаи, где информацию негативного контента преподносят в хорошем и положительном ключе, в виду своей неосведомленности или невнимательности. В большинстве практик, подача «скрытого» контента несет печальные последствия для молодежи. Данная информация может распространяться в виде игр, челленджей, заданий и видеороликов.

Старайтесь быть внимательнее и осознанно относитесь к предоставляемой вам информации в интернете!

Подобные действия так же охраняются уголовным кодексом РФ:

УК РФ Статья 151.2. «Вовлечение несовершеннолетнего в совершение действий, представляющих опасность для жизни несовершеннолетнего», наказывается штрафом в размере до ста тысяч рублей или в размере заработной платы или иного дохода осужденного за период до одного года, либо обязательными работами на срок до четырехсот сорока часов.

УК РФ Статья 110.1. «Склонение к совершению самоубийства или содействие совершению самоубийства», наказывается ограничением свободы на срок от двух до пятнадцати лет.

**Слайд 21.** **Фейковая информация**

Фейк (фэйк, от англ. fake – подделка) – в широком смысле любая подделка, которая пытается выдать себя за оригинал. Когда мы говорим об информации, то фейком является вымысел, который основан на недостоверных фактах или создан без опоры на факты. Фейковая информация может серьезно дезориентировать особенно молодых людей, так как они в полной мере не обладают опытом различения достоверной и недостоверной информации. Если это безобидная шуточная информация, то возможно нет ничего страшного, что ей сначала поверили, а потом разобрались. Но это может быть негативная и недостоверная информация о каком-нибудь человеке, что может привести к деструктивным действиям по отношению к нему и в Интернете, и в реальной жизни.

**Слайд 22.** **Как в Интернете отличить фейк от правды?**

*- Сначала проверь, потом поверь.* Одна из главных причин веры в ложь, с которой мы сталкиваемся в Интернете – это недостаточная критичность по отношению к информации, «интеллектуальная лень» как нежелание проверить информацию. Люди действительно нечасто задумываются обо всей информации, которую они в течение дня поглощают, потому что это требовало бы слишком много когнитивных усилий.

*- Правило трех.* Прежде чем принять за истину какую-либо информацию в Интернете, необходимо проверить ее еще, как минимум, в двух не зависимых друг от друга источниках.

*- Сопоставление полученной информации с уже известной по этой теме.* В поисках какого-либо материала не стоит полагаться на первые попавшиеся источники. 3. Проверка достоверности полученной информации у авторитетных экспертов. Если того требует необходимость, можно проверить информацию, проконсультировавшись с экспертами в данной области.

*- Запрос у источника информации дополнительных деталей, подтверждающих истинность основного сообщения.* Если на сайте нет контактов автора или же он вообще не указан, то, скорее всего, такая информация является перепечаткой, соответственно она могла утратить свою точность и истинный смысл.

**Слайд 23.**

Подводя итог можно сказать, что соблюдая простую осторожность в интернете можно хорошо обезопасить себя от деструктивного контента. Тем самым не наделать уйму ошибок, которые могут плохо сказаться на дальнейшей жизни. Ведь нет ничего приятного в том, что в вашем личном деле будет испорченная история с судимостями и участием в несанкционированных мероприятиях.

Не ищите и не создавайте себе неприятности, которые потом будет трудно исправить. Внимательно относитесь к информации в интернете и сообщайте о правонарушениях в службу поддержки или взрослым, возможно такими действиями вы спасете не только свою, но и чью-то жизнь.